
BRIEF 
Sentry Single Tenant Instance 

Sentry is introducing Single Tenant instances.  
 

The goal with our Single Tenant solution is to give 

you a SaaS like experience, except your resources 

and liabilities are not shared with other tenants. Your 

data is isolated. You get guaranteed uptime, support, 

and a fully managed solution by Sentry. Sentry 

will still maintain and automatically apply updates 

to keep your instance up to date and functioning, 

while your data at rest remains even more secure. 

It’s perfect for those who are concerned about data 

isolation and/or geography.	

Security

Data Isolation 
Your single tenant instance’s data does not share 

infrastructure and storage with anyone else’s. It 

has its own unique encryption key. The 90-day data 

retention default is configurable upon request. 

Geography 

Choose a hosting region to comply with your 

legal requirements. Sentry can install onto any 

international region defined at Google Cloud:  

https://cloud.google.com/about/locations/ 

Maintenance & Updates

Sentry does the uptime, scale and performance. 

The updates will be shipped regularly for single 

tenant after they’re deployed on SaaS.

					   

Product Feature Set			 

The same features/functionality on sentry.io will 

be available on single tenant instances.

	

Support		

Sentry’s Support Engineers will help whenever 

you run into issues, big or small, and our 

Customer Success Managers can answer 

questions, collect feedback, and provide best 

practices and recommendations. 		

	

For more information, email sales@sentry.io

sentry.io


